








on big data proposed in this paper, simulation experiments are carried out on the network security 
simulation platform, and the experimental results are shown in Table 2. 

Table 2 Technical Performance of Network Security Protection Based on Big Data 
Safety performance Network defense capability Attack index 
Traditional network security protection technology 72% 32% 
Firewall network security protection technology based on big data 89% 13% 
NAT network security protection technology based on big data 91% 17% 

As can be seen from Table 2 and Figure 2, this paper conducted three experimental tests on the 
network security simulation platform. Among them, the network defense ability of traditional 
network protection technology is 72%, and the attack index is 32%. The network defense ability of 
firewall network security protection technology based on big data is 89%, and the attack index is 
13%. The network defense of NAT network security protection technology based on big data is The 
ability is 91%, and the attack index is 17%. Thus, the network security defense capability based on 
big data is stronger, the attack index is lower, and the network information security protection 
capability is stronger. 

5. Conclusions 
On the basis of data mining, this paper proposes a network information security protection 

technology based on big data technology, and verifies the effectiveness of the proposed method 
through simulation experiments. This paper believes that in the era of big data, we should make full 
use of the advantages of big data to support other traditional industries. At the same time, we should 
also see the problems that may arise in the development of big data. However, we should not give 
up because of choking. We should do a good job in the network information security protection in 
the era of big data, and escort the development of technology in the era of big data, At the same 
time, we should also take advantage of the opportunity of big data era to rectify the computer 
network industry and create a beautiful computer security information body. 
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