






 

4. Conclusions 
With the continuous advancement of computer networks, computer network information security 

protection technologies must be continuously improved to solve the security problems of various 
network systems in a timely manner. In the era of big data, the network is closely related to people's 
lives, facing the main security problems of current network information, and the importance of 
protecting network information security is becoming increasingly obvious. With the emergence of 
cloud technology, more and more information is gathered on the network, especially many important 
confidential information. All in all, the era of big data requires the effective construction of computer 
information security to ensure the effective application of big data. Building a secure computer 
information system is the key to realize the development and utilization of data resources in the era of 
big data. In the new environment, we should consider from different aspects, use various advanced 
computer technology to protect network security and improve the security of network information. 
From the point of view of computer use at this stage, there are many security risks in its software and 
hardware, and corresponding solutions are urgently needed. Firewall technology is an important 
barrier to the safe use of the network. In the new environment, we should constantly update and 
improve to meet the security needs of users and ensure the safety of computer network information. 
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